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How to Keep Price From Becoming an Object
When the nation begins to work its way out of the covid19-induced recession, we should 

all remember that people do not make buying decisions based solely on price.

Price is a factor, though. If a prospective 
buyer sees no qualitative difference between 
your product or service that costs $100 and 
a competitor’s product or service that costs 
$75, the competitor will be the likely winner. 
Marketing guru Ray Jutkins taught me a lot 
about what matters to prospective buyers.

“Price is not a value!” Ray said. Surveys 
routinely show that price is not an issue when 
extreme value is offered. That means it’s 
important to understand what your customers 
want. You’ve doubtless noticed that prices are 
higher at convenience stores than at grocery 
stores. The customers value convenience and 
are willing to pay more to get it even though 
the stores often have less than stellar services 
and limited selections.

Ray explained that competing on price 
alone is almost always a failing strategy. 
Instead of educating prospects and customers 
about value, companies that do this talk about 
how cheap they are. 

Don’t Be Cheap
If price isn’t a benefit, then “cheap” is definitely 
not a benefit. Who wants cheap? 

Inexpensive, maybe; but not cheap. A 
company that sells “cheap” cultivates cheap 
customers. That leads to other problems as 
the company keeps wages low and may cut 
corners on production.

Underpaid workers are rarely delighted to 
come to work each day and their dissatisfac-
tion transfers to customers. Customer loyalty 
falls victim to poor employee attitudes, shoddy 
products, and mismanaged services.

The Customer Comes Second, a book by Hal 
Rosenbluth and Diane Peters, shows why the 
customer comes first is the wrong approach for a 
business to adopt. Treat employees poorly and 
they will treat customers poorly. Rosenbluth 
and Peters tell managers to encourage their 
people to treat one another like clients. One 
goal is to eliminate the us-versus-them attitude 
that can occur in any organization because 
this attitude then grows to an us-versus-them 
attitude regarding customers.

The Value of Value
Concentrating on value instead of price and 
making sure that employees are treated well 
will help as we begin to recover from a badly 
damaged economy.

Value includes aiming for perfection.  
That’s an unattainable goal, but a worthy one. 
The Merriam-Webster Unabridged Dictionary 
contains more than 263,000 main entries. 
If the dictionary editors spelled 99.9% of the 
entries right, 263 head entries would be wrong. 

United Parcel Service delivers nearly 22 
million packages and documents every day. If 
they correctly deliver 99.9% of those packages, 
there would be 22,000 misdelivered packages 
every weekday. Oh, and if UPS pilots landed 
99.9% of the company’s planes properly, eight 
UPS planes would crash every week.

The battle to regain customers will be 
arduous. The expectations will be for superior 
service, accuracy, quality, and cost. So price is 
a factor, but it is not the most important factor. 

Avoid the temptation to drop prices 
the instant a prospect voices an objection. 
Returning to Ray Jutkins for a moment, his 
advice was always to understand what the 
prospect was really asking – objections, he 
said, are almost always requests for justifica-
tion. Why should I buy this product or service? 
Why are you the best supplier? 

Answer those questions and price fades 
into the background. Ω
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Working From Home Exposes Security Issues
Research that shows company security is more at risk when employees work from home 

is likely to be the least surprising news any chief security officer (CSO) has ever heard. 

Not every organization has a CSO and those that don’t are even more vulnerable.

Network security rating company BitSight 
says it has found significant security issues 
across the rapidly rising number of networks 
used to work from home. The researchers 
analyzed more than forty-one thousand orga-
nizations and BitSight says many companies 
suddenly face newly exposed or vulnerable 
devices and services because of malware-
infected networks.

I spent several years working in an office 
for a company that handled a sizable amount 
of data from the United States and Canada. My 
desk was adjacent to the chief security officer 
for a time, so I gained some insight into the 
issues he faced. I had a home office for the 
final few years that I worked for the company 
and appreciated the end-to-end security the 
company used.

Encryption and Surveilance
When I had to work with client data, it came to 
the company-owned computer on my desk from 
the company’s server. 

Data was encrypted on the server, during 
transmission across the internet, and (except 
for when I was actively looking at it) on 
the computer’s disk drive. Everything was 
encrypted all the time, but that’s only part 
of the issue.

Social engineering, phishing, and other 
threats can get through to workers when 
they’re at home. Many companies have started 
using applications that work with the corpo-
rate email system to clearly mark all messages 
that originate outside the corporate network. 
But crooks will be crooks and no matter what 
protections are in place, the crooks will poke 
around until they find a way to defeat them.

BitSight recently released a work-from-
home remote office application that allows 
organizations to monitor security in remote 
offices and on networks. The system differ-

entiates between corporate networks that 
are typically behind several layers of protec-
tion and work-from-home and remote-office 
(WFH-RO) networks.

Malware on Home Networks
BitSight gained visibility into the operations 
of remote networks and found that the surge 
in work-from-home activity has “dramatically 
expanded the cyberattack surface in ways that 
make companies and their data vulnerable.” The 
results are troubling.

Networks that connect work-from-
home employees to the corporate network 
are over three times more likely to have 
malware present than the traditional corpo-
rate network. Malware was found on 45% 
employees’ work-from-home networks, but on 
“only” 13% of corporate networks. The fact that 
so many corporate networks have malware is 
disturbing in its own right.

BitSight says these home networks are 
nearly eight times more likely to have five or 

more distinct families of malware present 
than the corporate network. 

Although 17% of companies had at least five 
distinct malware families on their employees’ 
work-from-home networks, slightly more than 
2% of companies had that level of infestation 
on their corporate networks. 

Well-known botnets — networks of 
computers infected with malware — are more 
prevalent on work-from-home networks.

Home networks expose the corporate 
network to vulnerable services and devices. 
Cable modems, routers, cameras, storage 
peripherals, and other internet of things 
devices are found on home networks and 
many of these devices fail even simple secu-
rity tests.

Addressing New Challenges
BitSight says more than a quarter of work-
from-home networks have one or more services 
exposed to the internet.

Six in ten have an exposed cable modem 
control interface, a flaw that is one of the most 
popular targets attacked by crooks.

BitSight’s Chief Technology Officer, 
Stephen Boyer, says that a company’s secu-
rity risks rise sharply as a massive workforce 
suddenly accesses sensitive resources from 
outside the corporate network. “Addressing 
cyber risk to the remote workforce has become 
the primary concern for security and risk 
professionals.”

BitSight’s report, Identifying Unique Risks 
of Work-from-home Remote Office Networks is 
available on the company’s website. Ω

A worker’s dog might eat an important report 
or a cat might overturn a glass of water onto 
a computer, but much more serious threats may 
exist on the home network that connects the 
employee to the corporate network.

https://www.bitsight.com/blog/identifying-unique-risks-of-work-from-home-remote-office-networks

